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Convergence of Networks
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In-Home Digital Networks

Communication Networks
Phone
Low/medium Bandwidth (1-10 Mbps)
Bluetooth, USB

Automation Networks

Security, Lighting, . ..
Low Bandwidth (<2 Mbps)
owerline, CEBus, X-10, LonWorks

//W

nformation Networks

PCs, Peripherals
Medium Bandwidth (10-100 Mbps)
CP/IP, Ethernet, Home PNA, Home R

Entertainment Networks
AV Devices

High Bandwidth (100-400 Mbps)

IEEE1394, switched Ethernet
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(PHIUIPS
Realities of the CE World

* Devices
— heterogeneous: processing power, vendor, U, ...
— different interaction model and Ul modalities

* Network
— heterogeneous: bandwidth, wired/wireless, QoS, ...
— unplanned topology, built incrementally
— dynamic, esp. for mobile devices

e Users

— diverse, broad group of users
* Age, education, ....

— untrained, unwilling to follow complicated procedures
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Requirements for CE

» User requirements
— Quality
— Just Play
— User Interface
— Dependability
« System requirements

— e.g. bandwidth, protocols, codecs,
architecture, ....

Research, Peter van der Stok, 22 June 2005



Requirements - Quality

* New technologies start in the high-end sector

» EXxpectations: comparison to current high-end
equipment
— Exception: completely new types of apps

(GSM: low speech quality acceptable at first) -
BUT: improvements slowly become necessities

* Quality can be: image / sound quality, reaction
time, ...
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Requirements - Just Play

Compatibility
— backward / forward
— even to old devices & content

Interoperability
— cross-vendor, ...

Unplug and still play

Expectations of users, how to raise the right
expectations
— Just Play: an illusion?
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Need for standards in CE Home

Networks

 for dealing with devices from different vendors
— Interconnection between these devices
— exchanging (streaming) data
— remote (device) control

e for access to outside services from
different suppliers

— e.g. telephony, radio, television, DVB-MHP,
(broadband) internet, ..

 for access from outside services to your house
— remote monitoring, OSGi 10
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CE Peculiarities

 Manufacturer of devices want to decide own
look&feel

« Technology development goes (too) fast
— standards are state of the art only shortly after launch
— however, when adopted they are not easy to replace
— slow and clear evolution path necessary

» Several middleware standards exist for partly the
same services
— e.g. HAVI, UPnP, JINI, DLNA
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Conclusions

» Heterogeneous IHDN & Devices

» User requirements for CE-IDMS
— Quality
— Just Play
— User Interface
— Dependability

» Special needs for middleware
standardization

12
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Three Standards - One Goal?

_e _ HAVI “.. provides a set of services which facilitate
(HAVi interoperability and the development of distributed
| applications on home networks.”

—8 CE companies (Philips, Sony,....), ...

,g‘:.:,? Jini  “['s]... overall goal is to turn the network into a
jne - flexible, easily-administered tool with which resources
can be found by human and computational clients.”

-Sun, ...

UPnP “... is designed to bring easy-to-use, flexible,
standards-based connectivity to ad-hoc or unmanaged
networks whether in the home, in a small business, or

attached to the Internet.”
—Microsoft, ... 14
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(PHILPS
Universal Plug and Play (UPnP)

UPnP network consists of the following logical
nodes:

— client - User Control Point (UCP), e.g. a PC,
a digital Settop-box

— server - Controlled device, a VCR, a DVD
player, a TV set.

UCP Controlled device
(client) (server)
Application |¢ » | server «----=---- »| function

HTTP Proprietary

15
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Jini - Services and Proxies 2

JINT

Service Proxy is downloaded on demand to
the client side

— it can perform the service itself
— it can (but does not need to) be an RMI stub
— It can have a private communication protocol

Client Server

Application |< pService | -{----———————— | . pService
PP APIs Proxy Proprietary

(RMI)

16
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Home Audio Video interoperability (HAVI)

HAVi network consists of the following logical nodes:
— HAVi Controllers
* host services and applications
* must have HAVI stack embedded
— HAVi Controlled Devices
 host the real functionality, e.g. VCR, DVD, TV-set

HAVi HAVi Controlled
Controller Controller device
Application |¢ g DCM |e------- 5
HAVi Proprietary
messaging /

Research, Peter van der Stok, 22 June 2005



HAVi - Device Classification

Full AV device (FAV)

e Must provide Java run-time environment

e Set of Java packages as defined by HAVI

e Download and execute HAVi applications
Controller e Download (host) and execute DCM for BAV / LAV

devices Intermediate AV device (IAV)
» No Java specific requirements
e Can have display
il Base AV device (BAV)
e May provide uploadable Java
Controlled byte-code control-info in ROM
devices

18
Research, Peter van der Stok, 22 June 2005



(PHWLPS
Comparison of HAVi, Jini and UPnP

e use of wellsestabliSRed-web techniques
e indepepde ‘\ g physical media
o simple; W - t

e complete set of functionalities * NO

e resource and stream management e limited support-efA/¢“Sstreams

e support cg_lr Iirices and P&P e infrastructure required on controlled device
e strong UFs A— !

e JEEE 1394 “tied” _ _ :
e “lightweight” but extensible

e allows for xies

° supportwwns
e independ he underlying physical media

e NO suppm} bf'egacy devices and A/V streams
¢ no specific service definitions
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“Just Play” Problem Statement

« User requirement: “Just Play”
* Plug and play is the “easy” part!
* Unplug and still play
— Directly involved resources, switch to alternative
ones

— Resources not directly involved,
e.g. a stream manager or a device host

 Roaming
— Another form of unplug (and plug back in elsewhere)

 No complete solution to-day

21
Research, Peter van der Stok, 22 June 2005



Functionality Discovery v.s. Plug-in
Discovery

« Functionality Discovery
— High level functionalities, e.g. printing, storage, ...
— Jini Lookup of Services
— HAVi Registry for DCMs and FCMs
— UPnP Discovery for Devices and Services
* Plug-in Discovery
— Low level, establishing basic communication
— Physical plugging in of a device
— 1394 bus-reset, HAVi DCM Management, Auto-IP / ARP

« User thinks of boxes - developers think of functionality
— In “classical” CE, there is often a 1-1 relation

22
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Plug-in Discovery Mechanisms

IEEE 1394 (“FireWire”)

— Built-in plug and play support on physical level
— Address re-assignment after “bus reset”

— Streams can be continued after bus-reset
Ethernet (IEEE802.3)

— None, but can be built on top

Auto IP, Zeroconf

— Link local IP addresses are probed, then taken
Wireless networks

— Beacons sent by base station

— Heartbeat sent by mobile terminal

23
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Service Discovery Mechanisms

* Registry based
— Jini: central (lookup service)
— HAVi: distributed (registries on controllers)
« Peerto peer
— UPnP: announcements, queries (SSDP)
« Combined
— Internet Protocol: Service Location Protocol (SLP)
* Dealing with unreliable networks

— UPNP: broadcasts sent 3 times, TTL=1/255, advised
to be 4/252

— Jini: leasing mechanism
— HAVi: not needed, as IEEE1394 is “reliable”

24
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Client-Server Models

commands
4 “—>

tml, pixel

APL < Droprietary,

Research, Peter van der Stok, 22 June 2005

e Command based

e UI based

e Up/Down-loading

e Possibly followed by proprietary
communication
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Motivation

» CE Devices can only support few
protocols

— So choose for best possible model

* \WWhere are the “special features”

— What can manufacturer decide, what is
decided by others

» Consequence for who decides look&feel
— CE manufacturers want to have control

o Different need for standardization

26
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Command Based Communication

» Application and service exchange
“commands”

— e.g. play, stop,...
 Application fully determines functionality

commands
4 —>

= full control in application
« Difficult to standardize completely

Supported by:
—HAVi: “FCM” command sets (tuner, display, ...)
— UPnP:service descriptions (AV Transport, ...)
—Jini:  in concept, but no specific command sets

27
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Ul Based Communication

» Application and server exchange html, pixels,...
) ] 4+ —>
Ul information

— E.g., show button, button pushed
 Client presents Ul to the user
— Is a kind of browser

 Application has no control over functionality,
— all functionality is in the service

Supported by:
— HAVi: DDI level 1 user interface,
— UPnP: HTML based web pages (+scripting)

28
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Downloading Based Communication

. Serv_ice _provides downloadable API | proprietary,
application
— E.g. applets

 Application has no control over functionality

= all control provided by service
or uploaded code

Supported by
— HAVi: Havlets
— Jini; applets

29
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(PHWPS
Where is the Real Application /

Functionality

t commands ]/
<4+——>

thll Qixelg
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(PHILPS
Who decides the Look and Feel?

t commands
<4 “—r

*
*

A s

APL | Proprietary, ‘
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Client - *multi* Server

commands
<4+“—r
C ds
tml, pixel
APL | Proprietary,
v
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Conclusion

 Different communication models have
different characteristics

— Where is the application
— Who decides the look&feel
— Multi server handling

« Different models are not alternatives, but
complement each other

— Several standards support multiple models

33
Research, Peter van der Stok, 22 June 2005



Contents

1. Environment, network CE requirements
2. Home standards

3. Technologies

4. Internet Protocol

5. UPnP

34



Link-local Addressing

Use 169.254/16 addresses

Hosts can choose an address in this range, except for the
first 256 and last 256 addresses. So actually 169.254.1.0-
169.254.254.255 may be used.

TTL of IP packets must be 255

IP packets sent from a link-local address must have the TLL
set to 255. A host receiving an |IP packet on a link-local
address, must check if the TLL is 255. This guarantees that
link-local IP traffic can’t pass a router, and the scope of the
link-local network is limited to “the link”.

35
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How it works

Basic steps

1. Choose a random IP address in the link-local range
2. Check the availability of the address (takes 8 secs)
3. Use the address (configure the network device)

4. Announce that you’re using it (send ARPSs)

5. Wait for a collision to occur

Handling a collision can be done in 2 ways
- Drop the address immediately (go to step 1 again)
- Defend the address

Defending the address means
- Announce that you’re using the address (send ARP)
- Wait 10 seconds for another collision:
- collision -> drop IP immediately (go back to step 1)
- time passed -> continue using the address

36
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I/Set IP; cnt :=1; probe; dly := 2; col :=0 Timer /ARP
Collision [col < 10]
/Set IP; probe; _
dly :=2; cnt :=1; Obtain IP address
INC col Use IP address
g Timer [cnt = 4]
/IARP; dly :=2; col := 0
>
<
>
Collision [col > 9]
/Set IP; probe; T . 7y
dly :=60; cnt :=1; Collision
INC col Timer [cnt < 4] /SethP'; (;:lntj; _ Collision
Iprobe; dly :=2 Iﬂg e’| y-=4 Timer IARP; delay :=10
INC cnt co
Defend IP address
47

link-local addressing

state diagram
37

Research, Peter van der Stok, 22 June 2005



A few issues

- It takes at least 8 seconds to get online
- Handling a conflict is non-deterministic in the protocol

- Waiting 10s defending an address might be too short

38
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It takes at least 8 seconds to get online

Why?

To check the availability of an address, four probes are sent. Between
each probe there is a 2 seconds delay, so the complete check takes
at least 8 seconds. If at any time a probe is replied by a host, this
means that the address is not available, and a different address must
be chosen.

Solutions?

- Compress the check to a shorter amount of time
- Reduce the number of probes
- A combination of the above

39
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Handling a conflict is non-deterministic

Why?

The protocol document gives two options for handling a conflict. Either
one is valid, and nothing is told about the decision.

Solutions?

- Always defend (easiest option)

- Make an API construction to let applications decide what to do
- Make the decision locally (random or deterministic)

- Let the colliding hosts negotiate

40
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Dynamic Name Service (DNS)

eConfigured by hand

eDynamic update

eAuthoritative server required

eRelates IP address to name (name relates to device)
o]IP address change involves server contents change

multicast DNS (mDNS)

eEach node is authoritative for itself

eNode multicasts name + IP address

eRequest for IP address answered by involved node

Advantage: name to device
A-D? caching with TTL
Disadvantage: no unique names

41
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Service Location Protocol (SLP)

: ., _
User Multicast SrvRgst Service

Agent |« Unicast DAAdvert Agent

User |— Unicast SrvRgst — » Directory «— Unicast SrvReg Service
Agent | « Unicast SrvRply — | Agent Unicast SrvAck —» | Agent
: Multicast SrvRgst > :
User or Service | «—— Unicast DAAdvert — | Directory
Agent Agent

<«—— Multicast DAAdvert ————

42
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Issues

MC Request sent till no answer is returned or all destinations answered
Location is given as host name or IP address

Entries in Directory have life time

Replaces DNS server? Symbiosis with mDNS?

NO XML descriptions

All services returned after request, UPnP (two invocations)

Easy transition from directory to directory-less

43
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N

Device Control via UPnP ™ UPnP

Ne.— FORUM

The UPnP™ Forum is an industry initiative designed to
enable simple and robust connectivity among stand-
alone devices and PCs from many different vendors. As
a group, we are leading the way to an interconnected
lifestyle.

UPnP is a middleware for distributed applications; it
contains parts which are common for many distributed
applications

UPnP is seen as the dominant home networking standard
for the coming years

e.g. 80% of all internet gateways (ADSL/cable) modems sold today
have UPnP 45
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UPnP Basics

UPnP Device

46
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UPnP Device Architecture

Invoke actions on
device (by Control
Points)

Inform Control Points
about state changes of
the devices

Control Point views
device status (using
HTML Ul)

Get device

Research, Peter van der Stok, 22 June 2005

capabilities (e.g., Description
services)

Find / Announce
devices

Get an IP address Addressing

Presentation

47




UPnP Protocol Layers

UPnP vendor [purple-italic]
UPnP Forum [red-italic]

n evice Architecture |green-Do

ISSDP [blue] [FOAP [PWe] |[GENA Tnavy -bold]
HTTP [D@CK]|[HT TP [P@cK]
[UDP [bl&acK] [TCP TBBCK] |

48
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| ]
Discover
control point ¥ /1 root dewiced

Devices advertise i
themselves and their _ ’ £rs
services such that (=

control points know
about their existence

(multicast)

contral point ¥ cearch

= root devices
ok

Control Points can also . -
search for specific
devices or services

dewvice

sErvice

49
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Device
Description

An XML
document
describes the
device

Research, Peter van der Stok, 22 June 2005

=?xml wersion="1_.0"%t=
“root xmlns="urn:schemas-—upnp-org:device-1-0">
“gpecVersion>
“major:-1-</major:-
=minor =0 /minor -
= /specVfersion>
=URLBase>bas=s URL Ffor =211 relative URLs</URLBase>
“device>
“deviceType>urn: sch —upnp-—org:device: deviceType: v /devriceType>

<friendlyName > shert user-friendly titles/friendlyName:-
smanufacturer>manufaciurer nanes /manufacturer >
“manufacturerWBL>UREL (o mapufeciurser s5ite<d/manufacturerfRL >
“modelllezscription-lony wuser-friapdly title<;/modellescriptions
“model Name =-odel pame< model Hame -
“modellumber-nodael punber< modelNumber =
“model WRL>URL &2 model s5ite<d/modellVRL>
“gerialNumber -mepufacturer's sarial mmber< /serialNumber >
{M}uuid: oorrn-= ,-"m}
=UPC>Universal Product Code</UPCH
“iconlist>
“<icon>
“midmetype-image f forms &« mimetype =
“yidbhshorizontal pirels< width=
<height >vertical pixels</height>
<depthrcocclor depih-/depth>
“urlsURL to icom</urls
= /icon=
HML (e declare octher icoms, if any, oo hera
= /iconlist>
“gervicelizt>
“gervice>
“gerviceTyperurn: schemas -—upnp-org: gervice: servicelType: v /gerviceType >
“<gerviceld-urn:upnp-org:serviceld: servicell</gerviceld:
=SCPOVRL=URL to service descripiiop</SCPDVERL:=
“controlVRL>TRL for comtrcl</controlVRL=
“Zevent SubWRL=TRL for swvenbioos/eventSublfBL=
=/gervice>
Declaprations for octher services defimed by @ Ufnl Forusm porking commities (if amy)
oo hers
Daclarations for other sarvices sdded by Ufnf vendor (1F any) go hers
= /gervicelist >
“devicelist>
Dascription of embedded devices defimed by @ Ufnl Forun pocrking commitbes (if s0y)
oo here
Desapription of embedded devices added by Ufal vendeor (if any) oo hers
</devicelist >
“presentationlVBL>UTRL for presapiation< presentationlfBL-
= /device>
= /root >




Service
Description

An XML
document
describes the
service

Research, Peter van der Stok, 22 June 2005

=%xm]l wersion="1_0"7=
“gcpd xmlns="urn:schemas-upnp-org:service—-1-0">
“zpecVersion>-
“major>1- /major>
“minot >0 < /minok >
=/speclfersion>
Zactionlist>
“action>

“<name =2 ¢ i orlfema< / name >

<ar ntLisi>
“arqument =

T2 mrae f o ammes =

=
<directionrin xor out</direction>
“retwral />
zrelatedStateVariablerstataleriabl alfase</relatedstateVariable>
= farqument =
Daeclarations For other arguments defimed by WPl Fopusm working commities (iF oy,
oo hers
</arqumentList >
=/action>

Doeclarations For other actiows defimed by UPnP Forum porking comzities (if awny)
e hers
Daeclarations Ffor other actions added by UPnP wvapdor (iF any) oo here
=factionldst -
=gerviceStateTable>
“ztateVariable sendEvents="yezs">
“mame>vdirisbl efanes fmame -
“dataTypesverisble date fype</datalype-
<defaultValuerdefeult value< /defaultValue:>
<allowedvaiueList>
ZallowvedValue > snussrs tad valus</allovedValue =
Oflbar alleoped valuyss defimed by UPnP Forum working commities (iF any) oo hers
</allovedV¥aluelist =~
=/stateVariable>
“ztateVariable sendEvents="yez"=
“mame>varisblafans< fmame -
<dataTypes=iarisbla data &ype</dataTyper
<defaultValuerdaefeult valus</defaultValue>
<allowedVfalueBange =
“minimaoms il mis Ve e mindmums

IS MO &2 X3 aids vl e /mas mumes

“steprincramant valus</step>
< /allowedValueRange =
=/stateVariable>
Daclaraticns for other stabte verigbles defined by UPnP Forus working commities
(if amy) oo hers
Daclarations Ffor othear state vaprisbles added by UPal wvaadeor (if any) oo hers
= /gerviceStateTable>

= fecpd>
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Control: invocation of an action on a service

POST path control URL HTTP/1.0

HOST: hostname:portNumber

CONTENT-LENGTH: bytes in body

CONTENT-TYPE: text/xml; charset="utf-8"

USER-AGENT: 0S/version UPnP/1.0 product/version

SOAPACTION: "urn:schemas-upnp-org:service:serviceType: vifactionName"

<?xml version="1.0"?>
<s:Envelope
xmlns:s="http://schemas.xmlsoap.org/soap/envelope/"
s:encodingStyle="http://schemas.xmlsoap.org/soap/encoding/">
<s:Body>
<u:actionName xmlns:u="urn:schemas-upnp-org:service:serviceType:v">
<argumentName>in arg value</argumentName>
other in args and their values go here, if any
</u:actionName>
</s:Body>
</s:Envelope>

Within UPnP, the behavior and signature of actions of
services for devices are specified. Control point behavior
IS not specified 52
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Device architecture vs. workgroups

)

UPnNP is a multi-stage standard:
— Architecture is framework and
template

— Specifics filled in by workgroups of
the UPnP Forum
* Internet Gateway,
* Printing & Imaging,
* Audio Video,
« Security,
* QoS,
« Remote Ul,
« EEDS,
* Low Power, Remote Access, ...

Workgroup defined

°
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UPnP-AV

UPnP-AV defines control of AV functionality. It defines two
UPnP devices: A MediaServer (MS) and a MediaRenderer

(MR) and an AV Control Point (AVCP). There are four
Important services that run on these devices

« Search and Browse content ContentDirectoryService
- Play, Stop, ... content * AVTransport
« Change volume, color, ... « RenderingControl

« ConnectionManager

54
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But UPnP-AV does not...

* Define transport protocols.
— HTTP,

— RTP-UDP-IP |
— IEC61883 (1394) So UPnP-AV restricts

itself to the
management of the
streaming but the

- MPEG 2 streaming as such is

a M_PEG 4 out of its control or as it
— DivX is commonly called

— Etc. “out of band”

— Your own protocol
« Select codecs

55
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An interesting Use Case: Remote playback

Control
Point
Media Server Media
ContentDirectory Renderer
ConnectionManager Rendering Control
AVTransport ConnectionManager
AVTransport

56
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UPnP Discovery

Control
Point
(UPnP)discover (UPnP) discover

Media Server Media
ContentDirectory Renderer
ConnectionManager Rendering Control
AVTransport ConnectionManager

AVTransport

o7
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Browse/Search

select content
- browse or search Control
* (get URL to content) Point

- includes formats

response: Erowsze|
“<DIDL-Lit

) tem.m
="http-get:*:audio/

Media Server Media
ContentDirectory Renderer
ConnectionManager Rendering Control
AVTransport ConnectionManager
AVTransport
(fragment)
@ 1999-2002 Contributing Members of the UPNP™ Forum. All rights Reserved. 58
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Get supported protocols/formats

getProtocolinfo()

» Get transfer protocols

* Get data formats

Media Server
ContentDirectory

ConnectionManager
AVTransport

where each of the 4 elements may be a “*°.

Control
Point

<protocol=":" <network=>

In the context of this document, the term “protocol info™ is used to describe as a string formatted as:

*’<contentFormat>":"<additionalInfo=

getProtocollnfo()
» Get transfer protocols

Control points can match protocol info by (protocol

independent) string comparison operations on the <protocol>, <network> and <contentFormat> elements,
taking into account the “*” wildcard which ‘matches’ with anything. The <additionallnfo> part does not
need to match between source and sink. Its purpose is to convey any additional information needed to set
up the out of band stream (e.g.. 1394 addresses). The table below summarizes how the protocol info strings
are defined for the protocols currently standardized by the ConnectionManager service, as well as for
vendor-defined protocols. Section 5 provides a more detailed explanation per protocol.

Protocol

http-gst

Network

Not needed (use ‘*7),
since  all  devices
supporting  http  are
part of the same IP
network.

Content Format

| MIME-type.

Additional Info

Not needed, use **7.

Reference

| Section 5.1.1 |

* Get data formats

rtsp-rip-udp

Not needed (use **7),
since  all  devices
supporting rtsp are
part of the same IP
network.

Name of RTP payload
type.

Not needed, use **7.

Section 5.1.2

internal

Section 5.1.3

Media

Renderer
Rendering Control

ConnectionManager

AVTransport

IP  address of the | Vendor-defined, may | Vendor-defined, may
device hosting the | be “*. be “*’.
ConnectionManager.
iec61883 GUID of the 1394 | Name standardized by | GUID and PCR index | Section 5.1.4
bus’ Isochronous | IEC61883. of the 1394 device.
Resource Manager.
«registered Vendor-defined. may | Vendor-defined, may | Vendor-defined, may | Section 5.1.5
ICANN domain | pe <, be *°, be ¢,
name of
vendor »

Research, Peter van der Stok, 22 June 2005
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Prepare for connection

prepareForConnection()

- specify protocol+format

* returns ConnManagerID

* returns AVTransport
Instance ID*

prepareForConnection()

- specify protocol+format
* returns ConnManagerID
* returns AVTransport
Instance ID*

turns RenderControl ID

Control
Point

2.4.2, PrepareForConnection

This action 15 used to allow the device to prepare itself to connect to the nerwork for the purposes of
sending or recerving media content (e.g. a video stream). The RemoteProtocellnfo parameter identifies the
protocol. network, and format thar should be used to transfer the content. Its value corresponds to one of
the Protocollnfo entries returned by the GetProtocollnfo() action from the remote device. If the remote
device does not implement GetProtocollnfo(). then the RemoteProtocollnfo parameter should be set to one
of the Protocollnfo entries returned by the GetProtocolInfo() action on the local device.

2.4.2.1. Arguments
Table 5: Arguments for PrepareForConnection

7Argument ) Direction 7relatedstate\lariable

- RemoteProtocollnfo IN A_‘ARG_TYPE_Promcol =
Media Server Media
. PeerConnectionManager N A ARG TYPE Connect
ContentDirectory ionManager Renderer
Con nection Manager PeerConnection]D N :—’;x_&f\il;‘\G_TYPE_C'mmecr Re nde ri ng COﬂtl’Ol
AVTransport Direction N A_ARG_TYPE Directio ConnectionManager
— : S , AVTransport
Connection]D ouT A ARG TYPE_Connect
1onlD
AVTransportID ouT A ARG TYPE_AVTran
sportID
ResID ouT A ARG _TYPE_ResID
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Set&start content with Transport 1D

Control
Point

SetTransPortURI()
Play()

Table 4: Arguments for SetAVTransportURI

Argument Direction relatedStateVariable
InstancelD IN A ARG TYPE Instancel
D
CurrentURI IN AVTransportURI M d n
i edia

M e d I a S e rve r CurrentURIMetaData IN AV TransportURIMetaDa
ContentDirectory - Renderer
ConnectionManager Rendering Control

Table 12: Arguments for Play

AVTransport ConnectionManager

InstancelD IN _:') ARG TYPE Instancel AVTran sport
Speed N TransportPlayvSpeed
61
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Remote playback; rendering control

Media Server
ContentDirectory

ConnectionManager (out-of-band) streaming Rendering Control
AVTransport 2.4.30. SetVolume ConnectionManager

Research, Peter van der Stok, 22 Jui

Control
Point

(optional)
Rendering controls
(e.g. volume up/down)

2.4.29. GetVolume

This action retrieves the current value of the Volume state variable of the specified channel for the
specified mstance of this service. The CurrentVolume (OUT) parameter contains a value ranging from 0 to
a device-specific maximum. See Section 2.2.16 (Jolzme) for more details,

2.4.29.1. Arguments

Argument(s) Direction relatedStateVariable
| InstancelD T | 4 _4RG TYPE Instanc |
Channel 4 ARG TYPE Channe
_ Media
CurrentlVolume oUT Volume

Renderer

This action sets the Volume state variable of the specified Instance and Channel to the specified value. The
DesiredVolume input parameter contains a value ranging from 0 to a device-specific maxinmm. See AVT rans pO I't
Section 2.2.16 (Volwme) for more details.

2.4.30.1. Arguments
Argument(s) Direction relatedStateVariable
InstancelD IN A_ARG TYPE Instanc
elD
Channel IN A ARG TYPE Channe 62
DesiredVolume IN Volume




UPnP-AV is flexible but this is also one of its
limitations

One can use all kind of (vendor-specific) protocols and
media formats but in that case interoperability is not

guaranteed:

Vendor |X1 | X2
Protocol [Y1 |Y2

Format |Z1 |Z2

Interoperable if and only if Y1=Y2 and Z1=Z2
Practice: protocol = HTTP-GET, format = MPEG
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Recapitulation

Multiple network standards
CE-requirements - just play

3 standards: HAVi, UPnP, JINI

Function discovery — plug-in discovery
Client-server look and feel

Internet protocol, zeroconf, mDNS, SLP
UPnP basics, A/V connection, play-back
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